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Introduction 
This Code of Business Conduct covers a wide range of business practices and procedures. All 
our employees and officers must conduct themselves accordingly and seek to avoid even 
the appearance of improper behaviour. The code should also be provided to and followed 
by the Company’s agents and representatives. Employees and officers are responsible for 
understanding the legal and policy requirements that apply to their jobs and reporting any 
suspected violations of law, this code, or Company policy. 
 
Those who violate the standards in this code will be subject to disciplinary action, including 
possible dismissal. Furthermore, violations of this code may also be violations of the law and 
may result in civil or criminal penalties for you, your supervisors and/or the Company.  If you 
are in a situation which you believe may violate or lead to a violation of this code, follow the  
procedures set out in Section 12 of this code. 
 
The basic principles discussed in this code are subject to any Company policies covering the 
same issues. 
 
1. COMPLIANCE WITH LAWS, RULES AND REGULATIONS 

Obeying the law, both in letter and in spirit, is the foundation on which this Company’s 
ethical standards are built. All employees and officers must respect and obey the laws, 
rules, and regulations of the cities, states, and countries in which we operate. Although 
employees and officers are not expected to know the details of each of these laws, rules 
and regulations, it is important to know enough to determine when to seek advice from 
supervisors, managers or other appropriate personnel. 

2. PRIVACY AND CONFIDENTIALITY 
2.1. IPCOMMS and its members respect the constitutional right of Internet users to 

personal privacy and privacy of communications. 
2.2. IPCOMMS respect the confidentiality of customers' personal information and will 

not gather, retain, sell or distribute such information to any other party without the 
consent of the customer, except where required to do so by law. 

3. CONSUMER PROTECTION AND PROVISION OF INFORMATION TO CUSTOMERS 
3.1. IPCOMMS must have an acceptable use policy for their Internet access services. This 

policy must be made available to customers prior to the commencement of any 
such service agreement and at any time thereafter, on request. 

3.2. In their dealings with consumers, other businesses and each other, IPCOMMS must 
act fairly and reasonably. In particular pricing information for services must be 
clearly and accurately conveyed to customers and potential customers. 

3.3. IPCOMMS undertake to inform their customers that members of IPCOMMS are 
bound by this code of conduct. Members' web sites must include a copy of or link to 
the code. 

4. PROTECTION OF MINORS 
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IPCOMMS members will take reasonable steps to ensure that they do not offer paid 
content subscription services to minors without written permission from a parent or 
guardian. 

5. UNLAWFUL CONTENT AND ACTIVITY 
IPCOMMS members providing Internet access or data hosting services will establish 
notification and take - down procedures for unlawful content and activity, and respond 
expeditiously to such notifications. 

6. INTERNET STANDARDS 
IPCOMMS will operate in accordance with established Internet best practices, as set out 
in the various request for comment (RFC) documents and as mandated from time to 
time by established and respected Internet governance structures. 

7. COMPETITION AND FAIR DEALING  
7.1. We the members of IPCOMMS seek to outperform our competition fairly and 

honestly. We seek competitive advantages through superior performance never 
through unethical or illegal business practices. Stealing proprietary information, 
possessing trade secret information that was obtained without the owner’s 
consent, or inducing such disclosures by past or present employees of other 
companies is prohibited. Each employee and officer should endeavor to respect the 
rights of and deal fairly with the Company’s customers, suppliers, competitors and 
employees. No employee or officer should take unfair advantage of anyone through 
manipulation, concealment, abuse of privileged information, misrepresentation of 
material facts, or any other illegal trade practice. 

7.2. No employee or officer is permitted to engage in price fixing, bid rigging, allocation 
of markets or customers, or similar illegal activities. 

7.3. To maintain the Company’s valuable reputation, compliance with our quality 
processes and safety requirements is essential. All inspection and testing 
documents must be handled in accordance with all applicable specifications and 
requirements. 

8. DISCRIMINATION AND HARASSEMENT 
The diversity of the Company’s employees is a tremendous asset. We are firmly 
committed to providing equal opportunity in all aspects of employment and will not 
tolerate any illegal discrimination or harassment based on race, colour, religion, sex, 
national origin or any other protected class. For further information, consult the 
appropriate Company policy. 

9. HEALTH AND SAFETY 
9.1. The Company strives to provide each employee and officer with a safe and healthy 

work environment. Each employee and officer has the responsibility for maintaining 
a safe and healthy workplace for all employees and officers by following 
environmental, safety, and health rules and practices and by reporting accidents, 
injuries and unsafe equipment, practices or conditions. Violence and threatening 
behaviour are not permitted.  

9.2. Employees and officers are expected to perform their Company related work in a 
safe manner, free of the influences of alcohol, illegal drugs or controlled substances. 
The use of illegal drugs in the workplace will not be tolerated. 

10. RECORD-KEEPING, FINANCIAL CONTROLS AND DISCLOSURES 
10.1. The Company requires honest, accurate and timely recording and reporting 

of information in order to make responsible business decisions. 



10.2. All business expense accounts must be documented and recorded accurately 
in a timely manner. If you are not sure whether a certain expense is legitimate, ask 
your controller. Policy guidelines are available from your controller. 

10.3. All of the Company’s books, records, accounts and financial statements must 
be maintained in reasonable detail, must appropriately reflect the Company’s 
transactions; must be promptly disclosed in accordance with any applicable laws or 
regulations; and must conform both to applicable legal requirements and to the 
Company’s system of internal controls. 

10.4. Business records and communications often become public and we should 
avoid exaggeration, derogatory remarks, guesswork or inappropriate 
characterizations of people and companies that may be misunderstood. This applies 
equally to email, internal memos and formal reports. Records should always be 
retained or destroyed according to the Company’s record retention policies. In 
accordance with those policies,in the event of litigation or governmental 
investigation, please consult the Managing Director 

11. PROTECTION AND PROPER USE OF COMPANY ASSETS 
11.1. All employees and officers should protect the Company’s assets and ensure 

their efficient use. Theft, carelessness and waste have a direct impact on the 
Company’s profitability. All Company assets are to be used for legitimate Company 
purposes. Any suspected incident of fraud or theft should be immediately reported 
for investigation. Company assets should not be used for non-Company business. 

11.2. The obligation of employees and officers to protect the Company’s assets 
includes the Company’s proprietary information. Proprietary information includes 
intellectual property such as trade secrets, patents, trademarks and copyrights, as 
well as business, marketing and service plans, engineering and manufacturing ideas, 
designs, databases, records, salary information, and any unpublished financial data 
and reports. Unauthorized use or distribution of this information is a violation of 
Company policy. It could also be illegal and result in civil or criminal penalties. 

12. REPORTING ANY ILLEGAL OR UNETHICAL BEHAVIOUR 
Employees are encouraged to talk to supervisors, managers or other appropriate 
personnel about observed behaviour that they believe may be illegal or a violation of 
this Code of Conduct or Company policy or when in doubt about the best course 
ofaction in a particular situation. It is the policy of the Company not to allow retaliation 
for reports made in good faith by employees of misconduct by others. Employees are 
expected to cooperate in internal investigations of misconduct. 

13. ALTERATIONS 
IPComms reserves the right to make alterations to this code of conduct from time to 
time. The current code of conduct and a history of any changes made will be maintained 
on IPComms’s website at www.ipcomms.co.za 

14. COMPLIANCE PROCEDURES 
We must all work to ensure prompt and consistent action against violations of this code. 
However, in some situations it is difficult to know right from wrong. Since we cannot 
anticipate every situation that will arise, it is important that we have a way to approach 
a new question or problem. These are the steps to keep in mind: 
14.1. Make sure you have all the facts. In order to reach the right solutions, we 

must be as fully informed as possible. 
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14.2. Ask yourself: What specifically am I being asked to do? Does it seem 
unethical or improper? 

14.3. This will enable you to focus on the specific question you are faced with and 
the alternatives you have. Use your judgment and common sense; if something 
seems unethical or improper, it probably is. 

14.4. Discuss the problem with your supervisor. This is the basic guidance for all 
situations. In many cases, your supervisor will be more knowledgeable about the 
question and will appreciate being brought into the decision-making process. 
Remember that it is your supervisor’s responsibility to help solve problems. If you 
are uncomfortable discussing the problem with your supervisor, you can talk to 
your general manager or human resources manager. 

14.5. Always ask first, act later: If you are unsure of what to do in any situation, 
seek guidance before you act. 

14.6. All employees and officers are subject to the Company’s code, which 
describes procedures for the internal reporting of violations of the code. All 
employees and officers must comply with those reporting requirements and 
promote compliance with them by others. Failure to adhere to this code by any 
employee or officer will result in disciplinary action up to and including termination. 
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